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Meet Your Trainer

First Name Last Name

Training & Development Associate
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Learning Objective

Provide foundational understanding of managing user accounts so that 
Administrators can confidently create and adjust user accounts as needed. 



4

Agenda
What Are User Accounts

Creating New User Accounts

Password Security

Managing Changes

What Are User Accounts

Creating New User Accounts

Password Security

Managing Changes 
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What Are User Accounts
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What Are User Accounts

• Allows individuals access to the software

• Requires a username and password 

• Must be assigned to a Role & Program 
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Creating New User 
Accounts
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Creating New User Accounts

• Limited number of user seats available 
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Creating New User Accounts

• Limited number of user seats available 

• 2 Types: Standard or Administrator
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Creating New User Accounts

• Limited number of user seats available 

• 2 Types: Standard or Administrator

• Login link is emailed to users 

• Link only valid for 30mins*

• Check junk mail 

• From: secure@socialsolutions.com
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Creating New User Accounts

Steps:

1. Click the Users option under the Access 

Control option on the left navigation bar
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Creating New User Accounts

Steps:

1. Click the Users option under the Access 

Control option on the left navigation bar

2. Click New User on the right
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Creating New User Accounts

Steps:

1. Click the Users option under the Access 

Control option on the left navigation bar

2. Click New User on the right

3. Enter the User Details 

4. Select the Site the users should have 
access to

5. Allow Site Administrator Access (if 
needed)

6. Assign appropriate Roles and Programs

7. Send Invite
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Password Security
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Password Security

• Users create their own 

• Keeps information secure 

• Default Requirements 

• Contain 5 characters

• Contain 1 number

• Contain 1 symbol

• Strength of Medium - High
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Password Security

Managing Passwords:

• Failed login attempts locks account
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Password Security

Managing Passwords:

• Failed login attempts locks account

• User Access

• Forgot Password Link

• Used to unlock OR reset passwords

• Email link valid for 30mins
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Password Security

Managing Passwords:

• Failed login attempts locks account

• User Access

• Forgot Password Link

• Used to unlock OR reset passwords

• Email link valid for 30mins

• Administrator Access

• Force Password Reset Button

• Send Password Reset Email 

• Both unlock OR reset passwords
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Managing Changes
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Managing Changes

• Expand Roles & Program 

Access

• Change Name & Email
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Managing Changes

Steps to update User Account: 

1. Click desired user from Manage Users 

Page
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Managing Changes

Steps to update User Account: 

1. Click desired user from Manage Users 

Page

2. Click Update on User Card to change 

name & Email 
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Managing Changes

Steps to update User Account: 

1. Click desired user from Manage Users 

Page

2. Click Update on User Card to change 

name & Email 

3. Make changes and click Save 



24

Managing Changes

Steps to update User Account: 

1. Click desired user from Manage Users 

Page

2. Click Update on User Card to change 

name & Email 

3. Make changes and click Save 

4. Click Add in the User Settings 
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Managing Changes

Steps to update User Account: 

1. Click desired user from Manage Users 

Page

2. Click Update on User Card to change 

name & Email 

3. Make changes and click Save 

4. Click Add in the User Settings 

5. Assign new Roles & Programs

6. Click Save
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Managing Changes

For Staff Turn Over

• Make departing person’s user account inactive

• Create a NEW user account for new hire
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Additional Resources
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Additional Training Opportunities

• Knowledge Base – How-To Articles (Search Chat or Visit Online)

• Bonterra Academy – Free Webinars & Recordings

• Foundations – Intensive, Multiday Courses to Cover Admin Basics

• Admin Labs – 2 Hour Live Trainings on Specific Capabilities

• Private Training – 1:1 Sessions with Training Expert in Your Apricot 
(End User & Admin Topics Available)

Build confidence & knowledge in 

our software!

https://apricot-articles.socialsolutions.com/en/
https://www.bonterratech.com/training
https://bonterraacademy.bonterratech.com/self-signup/index
https://bonterraacademy.bonterratech.com/self-signup/index
https://apricot-articles.socialsolutions.com/en/articles/8952258-apricot-private-training-menu
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Customer Support

Reach out to our Customer Support Team with 

Questions or Concerns.

Weekdays 7am – 7pm CST via chat or through email: apricot@bonterratech.com

mailto:apricot@bonterratech.com?subject=Case%20Management%20-%20Support%20Request
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Q & A

• Ask questions about functionality covered in this training

• Ask trainer to redo a demo

• Ask real-life application questions

• Or sign off and we will see you in the next training!

We value your feedback!



Thank you for attending!

We hope to see you
 in future trainings.
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